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1	Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	
	
	

	No
	X
	X
	X
	X
	

	Don't know
	
	
	
	
	



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …

	
	Study 

	
	Normative – Stage 1

	
	Normative – Stage 2

	
	Normative – Stage 3

	X
	Normative – Other*


* Other = e.g. testing

2.2	Parent Work Item

	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	



2.3	Other related Work Items and dependencies

	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	990117
	Application enablement aspects for subscriber-aware northbound API access
	SA6 work item on RNAA.

	890024
	Subscriber-aware Northbound API access
	Stage 1 requirements

	990048
	Security aspects of SNAPP
	SA3 work item on SNAAPP security aspects

	930006
	Security aspects on User Consent for 3GPP services
	SA3 work item on user consent security aspects

	xxxxxx
	Stage-3 aspects of RNAA
	CT3 work item on RNAA.

	770049
	Common API Framework for 3GPP Northbound APIs
	Work item on CAPIF.



Dependency on non-3GPP (draft) specification: None

3	Justification
In 3GPP there have been specified several northbound APIs (see 3GPP TS 23.502 for NEF or 3GPP TS 23.682 for SCEF). To provide a consistent framework among different API specifications, 3GPP has also specified a common API framework (CAPIF) that includes common aspects applicable to any northbound API, e.g., API invoker onboarding/offboarding, publishing/unpublishing Service APIs, subscription/unsubscription/notification to CAPIF events, logging, etc. The stage two of CAPIF has been captured in 3GPP TS 23.222 since Rel-15. 

During the Release 18 work on CAPIF, SA6 introduced the concept of Resource owner-aware northbound API access (RNAA) to enable authorization to access the resources in a more granular manner based on resource owner consent. Furthermore, some work on CAPIF extensibility to support AEFs with non-REST NBIs defined by other SDOs as well as the applicability of CAPIF in SNPN.

Considering the reference to CAPIF from different SDOs (and Open-Source initiatives) as a possible enabler for interworking with several platforms that are exposing service APIs, as follows:
· ETSI MEC: ETSI GS MEC 011 V3.1.1, and ETSI GR MEC 031 V2.1.1
· GSMA OPG: OPG.02 – Operator Platform: Requirements and Architecture Version 5.0
· O-RAN Application Protocols for R1 Services (O-RAN.WG2.R1AP-R003-v03.00)
and considering that SA6 is already working in a document capturing synergies among EDGEAPP (3GPP TS 23.558), ETSI MEC and GSMA OP architectures (namely 3GPP TS 23.958) which also includes deployment options using CAPIF, and finally, taking into account that there are already some open-source implementations of CAPIF available, 

SA6 considers that it is important to deliver to external parties interested in network capabilities exposure and network programmability, a document capturing aspects related to deployments options with CAPIF, describe the components using the authorization code grant type in OAuth 2.0 system and the architecture specified in RNAA in terms familiar to developers,
4	Objective
Considering the use cases, requirements and deployment options in CAPIF, as well as the current interest on the platform from several parties, the objectives of this work include:

1. Document exemplary usage of CAPIF for the benefit of the Application developer and API provider communities such as:
· Onboarding the API invokers.
· Publishing service APIs, (e.g., RNAA).
2. Explain CAPIF features and technical aspects for developers.
3. Documentation of use cases relevant to the Application developers and API provider communities as well as external bodies. 
4. Usage of relevant OAuth 2.0 flows. 

NOTE:	The scope of this WID will be limited to Release 18 normative work andThis will not result in new requirements or additional normative work.
5	Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	External TR
	23.9XX
	Guidelines for CAPIF Usage
	TSG#104 (Jun 2024)
	TSG#105 (Sep 2024)

	Junpei Uoshima, NTT DOCOMO, junpei.uoshima.mt@nttdocomo.com

	
	
	
	
	
	




	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	
	
	
	

	
	
	
	



6	Work item Rapporteur(s)
Junpei Uoshima, NTT DOCOMO, junpei.uoshima.mt@nttdocomo.com
7	Work item leadership
SA6
8	Aspects that involve other WGs
SA3 for security aspects. 
9	Supporting Individual Members

	Supporting IM name

	NTT DOCOMO

	AT&T

	Huawei

	NTT

	Samsung

	Convida Wireless

	Nokia

	Nokia Shanghai Bell

	InterDigital

	Lenovo

	KPN N.V.

	Ericsson

	Dish Network

	KDDI



